**Requerimientos funcionales**

* Los usuarios registrados deben poder iniciar sesión utilizando su nombre de usuario y contraseña.
* El sistema mostrara un mensaje pop up anunciando al usuario que ha ingresado con las credenciales correctas o por el contrario que ha ingresado erróneamente las credenciales.
* El sistema generara un token en formato JWT para cada usuario que sea registrado.
* El sistema verificara que el token se ha generado correctamente.
* Los usuarios serán guardados en una base de datos en memoria.

**Requerimientos NO funcionales**

* La interfaz de inicio de sesión debe ser intuitiva estéticamente agradable.
* Debe proporcionarse retroalimentación clara en caso de errores durante el inicio de sesión, como contraseñas incorrectas.
* La página de inicio de sesión debe ser compatible con una variedad de navegadores web populares, incluyendo Chrome, Firefox, Safari y Edge.
* Cumplir con las políticas de privacidad y protección de datos vigentes, incluyendo la gestión adecuada de la información de inicio de sesión y la obtención de consentimiento para el almacenamiento de datos.
* Optimizar el proceso de inicio de sesión para que sea rápido y eficiente, minimizando el tiempo que los usuarios pasan en la pantalla de inicio de sesión.
* Establecer una política de seguridad para generación de tokens en la autenticación de los usuarios.